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(ii) Address methods for the deposi-
tary bank to conduct due diligence as 
set out in § 233.6(b)(2)(ii)(B) in the event 
that the depositary bank has actual 
knowledge that an existing commercial 
customer engages in an Internet gam-
bling business; and 

(iii) Include procedures to be followed 
if the depositary bank has actual 
knowledge that a commercial customer 
of the depositary bank has deposited 
checks that are restricted trans-
actions, such as procedures that ad-
dress— 

(A) The circumstances under which 
check collection services for the cus-
tomer should be denied; and 

(B) The circumstances under which 
the account should be closed. 

(2) The policies and procedures of a 
depositary bank that receives checks 
for collection from a foreign banking 
office are deemed to be reasonably de-
signed to identify and block or other-
wise prevent or prohibit restricted 
transactions if they include procedures 
to be followed by the depositary bank 
when it has actual knowledge, obtained 
through notification by a government 
entity, such as law enforcement or a 
regulatory agency, that a foreign bank-
ing office has sent checks to the depos-
itary bank that are restricted trans-
actions. Such procedures may address 
sending notification to the foreign 
banking office, such as in the form of 
the notice contained in the appendix to 
this part. 

(f) Money transmitting business exam-
ples. The policies and procedures of an 
operator of a money transmitting busi-
ness are deemed to be reasonably de-
signed to identify and block or other-
wise prevent or prohibit restricted 
transactions if they— 

(1) Address methods for the operator 
to conduct due diligence in estab-
lishing a commercial customer rela-
tionship as set out in § 233.6(b); 

(2) Address methods for the operator 
to conduct due diligence as set out in 
§ 233.6(b)(2)(ii)(B) in the event that the 
operator has actual knowledge that an 
existing commercial customer engages 
in an Internet gambling business; 

(3) Include procedures regarding on-
going monitoring or testing by the op-
erator to detect potential restricted 
transactions, such as monitoring and 

analyzing payment patterns to detect 
suspicious payment volumes to any re-
cipient; and 

(4) Include procedures when the oper-
ator has actual knowledge that a com-
mercial customer of the operator has 
received restricted transactions 
through the money transmitting busi-
ness, that address— 

(i) The circumstances under which 
money transmitting services should be 
denied to that commercial customer; 
and 

(ii) The circumstances under which 
the commercial customer account 
should be closed. 

(g) Wire transfer system examples. The 
policies and procedures of the bene-
ficiary’s bank in a wire transfer are 
deemed to be reasonably designed to 
identify and block or otherwise prevent 
or prohibit restricted transactions if 
they— 

(1) Address methods for the bene-
ficiary’s bank to conduct due diligence 
in establishing a commercial customer 
account as set out in § 233.6(b); 

(2) Address methods for the bene-
ficiary’s bank to conduct due diligence 
as set out in § 233.6(b)(2)(ii)(B) in the 
event that the beneficiary’s bank has 
actual knowledge that an existing com-
mercial customer of the bank engages 
in an Internet gambling business; 

(3) Include procedures to be followed 
if the beneficiary’s bank obtains actual 
knowledge that a commercial customer 
of the bank has received restricted 
transactions through the wire transfer 
system, such as procedures that ad-
dress 

(i) The circumstances under which 
the beneficiary bank should deny wire 
transfer services to the commercial 
customer; and 

(ii) The circumstances under which 
the commercial customer account 
should be closed. 

§ 233.7 Regulatory enforcement. 
The requirements under this part are 

subject to the exclusive regulatory en-
forcement of— 

(a) The Federal functional regu-
lators, with respect to the designated 
payment systems and participants 
therein that are subject to the respec-
tive jurisdiction of such regulators 
under section 505(a) of the Gramm- 
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Leach-Bliley Act (15 U.S.C. 6805(a)) and 
section 5g of the Commodity Exchange 
Act (7 U.S.C. 7b–2); and 

(b) The Federal Trade Commission, 
with respect to designated payment 
systems and participants therein not 
otherwise subject to the jurisdiction of 
any Federal functional regulators (in-
cluding the Commission) as described 
in paragraph (a) of this section. 

APPENDIX A TO PART 233—MODEL 
NOTICE 

[Date] 
[Name of foreign sender or foreign banking 

office] 
[Address] 
Re: U.S. Unlawful Internet Gambling Enforce-

ment Act Notice 

Dear [Name of foreign counterparty]: 
On [date], U.S. government officials in-

formed us that your institution processed 
payments through our facilities for Internet 
gambling transactions restricted by U.S. law 
on [dates, recipients, and other relevant in-
formation if available]. 

We provide this notice to comply with U.S. 
Government regulations implementing the 
Unlawful Internet Gambling Enforcement 
Act of 2006 (Act), a U.S. federal law. Our poli-
cies and procedures established in accord-
ance with those regulations provide that we 
will notify a foreign counterparty if we learn 
that the counterparty has processed pay-
ments through our facilities for Internet 
gambling transactions restricted by the Act. 
This notice ensures that you are aware that 
we have received information that your in-
stitution has processed payments for Inter-
net gambling restricted by the Act. 

The Act is codified in subchapter IV, chap-
ter 53, title 31 of the U.S. Code (31 U.S.C. 5361 
et seq.). Implementing regulations that dupli-
cate one another can be found at part 233 of 
title 12 of the U.S. Code of Federal Regula-
tions (12 CFR part 233) and part 132 of title 31 
of the U.S. Code of Federal Regulations (31 
CFR part 132). 

PART 235—DEBIT CARD 
INTERCHANGE FEES AND ROUTING 

Sec. 
235.1 Authority and purpose. 
235.2 Definitions. 
235.3 Reasonable and proportional inter-

change transaction fees. 
235.4 Fraud-prevention adjustment. 
235.5 Exemptions. 
235.6 Prohibition on circumvention, eva-

sion, and net compensation. 
235.7 Limitations on payment card restric-

tions. 

235.8 Reporting requirements and record re-
tention. 

235.9 Administrative enforcement. 
235.10 Effective and compliance dates. 

APPENDIX A TO PART 235—OFFICIAL BOARD 
COMMENTARY ON REGULATION II 

AUTHORITY: 15 U.S.C. 1693o–2. 

SOURCE: 76 FR 43466, July 20, 2011, unless 
otherwise noted. 

§ 235.1 Authority and purpose. 

(a) Authority. This part is issued by 
the Board of Governors of the Federal 
Reserve System (Board) under section 
920 of the Electronic Fund Transfer Act 
(EFTA) (15 U.S.C. 1693o–2, as added by 
section 1075 of the Dodd-Frank Wall 
Street Reform and Consumer Protec-
tion Act, Public Law 111–203, 124 Stat. 
1376 (2010)). 

(b) Purpose. This part implements the 
provisions of section 920 of the EFTA, 
including standards for reasonable and 
proportional interchange transaction 
fees for electronic debit transactions, 
standards for receiving a fraud-preven-
tion adjustment to interchange trans-
action fees, exemptions from the inter-
change transaction fee limitations, 
prohibitions on evasion and circumven-
tion, prohibitions on payment card net-
work exclusivity arrangements and 
routing restrictions for debit card 
transactions, and reporting require-
ments for debit card issuers and pay-
ment card networks. 

§ 235.2 Definitions. 

For purposes of this part: 
(a) Account (1) Means a transaction, 

savings, or other asset account (other 
than an occasional or incidental credit 
balance in a credit plan) established for 
any purpose and that is located in the 
United States; and 

(2) Does not include an account held 
under a bona fide trust agreement that 
is excluded by section 903(2) of the 
Electronic Fund Transfer Act and rules 
prescribed thereunder. 

(b) Acquirer means a person that con-
tracts directly or indirectly with a 
merchant to provide settlement for the 
merchant’s electronic debit trans-
actions over a payment card network. 
An acquirer does not include a person 
that acts only as a processor for the 
services it provides to the merchant. 
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